
CYBERSECURITY IN 
CENTRAL BANKS

DOES YOUR INSTITUTION HAVE 
A MANAGEMENT PROTOCOL FOR 
CYBER CRISIS ?

DO YOU HAVE COMMUNICATION 
TOOLS AND/OR PROCEDURES, 
DISTINCT FROM THE STANDARD 
ONES, ENSURING THAT ACTORS 
MOBILISED IN A CRISES ARE 
CONNECTED

HAS YOUR INSTITUTION ALREADY 
ORGANISED OR PARTICIPED TO 
CYBER CRISIS MANAGEMENT 
EXERCICES?

ACCORDING TO YOU, THE MAJOR
CYBER THREATS ARE 
(MULTIPLE CHOICE POSSIBLE)

DO YOU SHARE WITH 
OTHER CENTRAL BANKS OR 
INSTITUTIONS FEEDBACK AND/OR
CYBER-RESILIENCE TESTS 
(ROBUTNESS GROUP)?

DOES YOUR INSTITUTION 
RAISE AWARENESS OF GOOD 
CYBERSECURITY PRACTICES 
AMONG ITS EMPLOYEES?

HOW OFTEN DO YOU CONDUCT 
HIGH LEVEL (EXECUTIVE 
COMMITTEE INCLUDING 
GOVERNOR) CRISIS SIMULATION 
EXERCICES?

WHAT ARE YOUR MAIN PROJECTS 
IN TERMS OF CYBERSECURITY?
(MULTIPLE CHOICE POSSIBLE)

IS THERE A SPECIFIC LEGISLATION
RELATED TO PERSONAL DATA
PROTECTION IN YOUR 
JURISDICTION?

DID YOU MAKE CHANGES IN YOUR
ORGANIZATION AFTER THE 
ENTRY INTO FORCE OF THE 
GENERAL DATA PROTECTION 
REGULATION IN MAY 2018?

BELGIUM, BULGARIA, CONGO, CROATIA, FRANCE, GUINEA, HAÏTI, 
HONG-KONG, INDONESIA, IRELAND, JORDAN, LIBERIA, MADAGASCAR, 
MALAYSIA, MALTA, MAURITANIA, MEXICO, MONGOLIA, MONTENEGRO, 

NORTH MACEDONIA, PHILIPPINES, ROMANIA, RWANDA, SENEGAL-
BCEAO , SLOVAKIA, TAÏWAN, TURKEY, UKRAINE, UZBEKISTAN

DATA CONTAINED IN THIS DOCUMENT ARE CALCULATED FROM PARTICIPANTS’ 
RESPONSES TO A QUESTIONNAIRE CIRCULATED PRIOR TO THE CONFERENCE. 
NO ATTEMPT HAS BEEN MADE TO VERIFY ACCURACY. DEFINITIONS AND 
METHODOLOGIES DIFFER ACROSS JURISDICTIONS.
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